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# 常用等一些原则

## 分离 隔离法

## 加密保护法

## 不要使用敏感地区下载app

东亚区，中东区等，最好使用欧美流行类app

由于黑客现有政制和法律框架下,黑客机构可以要求微信营运商交出解密匙,因此

微信无论用什么技术加密都没有意义。用户要保护自己的私隐,就应选用在西方国家营

运,并且采用完善加密技术的即时通讯软件。而相关公司一直态度上拒绝与黑客机构合作

的,相关软件就更安全。谷歌的即时通讯服务,比微软拥有的 Skype,以及一直想打入黑客

市场的Facebook更安全,因为谷歌一直以来都拒绝与黑客机构合作。

## 不要再敏感地区购买手机 电脑灯

## 注意不好个人资料填写隐私内容

# 必备常用方法

## Vpn法

## 加密通讯app

## 资料保密法

## 多使用海外产品

# 敏感数据保护 vpn法

## 保护ip地址 藏ip

虚拟机也可保护你

## 关闭gps

## 至于cloud 手机功能

取消敏感txt 图片检查

## 电话号码预付费模式

自由门 动态王等软件

## 境外旅游手机卡eSIM

易博通全新推出中港eSIM服务，超值优惠！

不论于香港或黑客内地均可浏览各种社交平台及海外网站，无须实体SIM卡，用手机即可登记及开通，现在就马上试用

# 基础密码保护

## 锁屏密码的保护

## 电脑设置密码

## 手机与电脑海外品牌更可靠

## 俩步手机分别分开

# 链接与内容安全保护局

## 使用vpn

## 使用境外手机sim比如hk

另一方面,因此这种翻墙手法没有任何加密可言,加上数据流仍然要经过黑客电讯网络,所

以有个别敏感字眼如果以未经加密的方式传送,有可能出现通讯中断的现象

李建军:首先,在香港的黑客国有电讯公司,都不宜选择他们的服务,因为不知他们的漫游

客户,在黑客漫游时用黑客本身,还是香港的 APN

# 安全等浏览器

穿越浏览器 chome 无界等

自由门 赛风

## Vpn gate

对于黑客的翻墙用家而言,更大问题在于 ---若单一VPN主机的IP被防火长城所挡,你的

VPN便得物无所用。而VPN公司亦不可能因为黑客的特殊情况,无止境投资在大量主机和IP

之上,回避黑客机构的封锁。

而VPN Gate服务,正是针对传统VPN技术上缺点而设计,只要你透过任何一个 VPN Gate 成

员主机连接VPN,就等于可以用全球所有VPN Gate成员主机的频宽连接互联网,而且不用注

册和登记用户资料,亦不用担忧信用卡的注册问题。而日本筑波大学在 VPN Gate 的主页

亦讲明,这技术是为了翻墙而设计。

问:那设定VPN Gate又如何设定？

李建军:首先你浏览VPN Gate的网站取得参与VPN Gate计划的主机IP清单,这部分你可能

需要翻墙。你在主机清单上挑选了任何一部主机的 IP,然后一如你平常在作业系统设定

VPN一样设定,用户名称和密码都是细楷英文字vpn,之后就可以成功连接。

在网页上的主机列表,有列明主机所在的国家、速度、连线用户人数等资料,你可以根据

这项资料,挑选你满意的主机。

VPN Gate支援OpenVPN和L2TP、IPSec等技术,但不支援PPTP,因此惯用PPTP的朋友,要紧记

VPN Gate在这方面的差别。而L2TP的速度亦会比OpenVPN快,需要比较快连线的朋友,可以

考虑L2TP。VPN Gate在某程度上支援SSTP协定,但并非每一部主机都支援,你考虑用 SSTP

前,请留意主机清单中,有没有标明主机支援SSTP。

对Windows的用户,如果你无任何设定VPN的经验,最简单的做法是在VPN Gate主页上,下载

连VPN Gate插件的Windows VPN客户端,安装后即时执行客户端软件,就可以挑选你心水的

主机连接 VPN,这很适合技术知识不高的用户。当然,你很有可能需要先翻墙,才能够下载

VPN Gate 的客户端。

有不少越南的有心人都参与

## 安全通信app

除了Skype,Google Talk不单有类似Skype的功能,而且都是加密的

# 社交网络安全的通讯工具

Atitit 常见加密通讯app

## Telegram

## WhatsApp

## Signal

使用不安全app比如wecaht事后，使用外地手机或者预付费手机注册

# 安全的存储

## 启用tpa 磁盘加密功能

## Google outlook。。不要使用百度网盘等

# 重要等安全隐患

## 预装间谍软件的手机,

用来让人送给要监视的目标之用,那反映在手

机预装间谍软件是可以监控个别人士的举动

供应商不明的手机容易被人事先安装间谍软件,二手手机也是很容易中招的,因为你

并不知你的手机卖家会在手机内留下些什么

## Ip与位置泄露

## 电话与身份资料泄露

# 建立sec app store模式

保存安全等app

Pc与手机app

杜绝不明来源等app

# 其他

## 法拉第袋隔绝信号

## 解决dns污染

DNS Jumper的免费软件,可以帮助大家很容易就设定好 DNS的设定。DNS

Jumper 这只小软件,不用安装,下载后可以立即执行,你可以选择为 Windows内所有网络

连接卡做一致的DNS设定,或者按个别情况,在不同网络介 面作出设定。在软件内,你可以

输入你想用的DNS地址,或者储存一些常用的DNS主机地址,例如想翻墙时就转用谷歌的DNS

主机,而在不翻墙就用黑客电讯 公司提供的DNS,用起来相当简便。

## 安全mail软件**THUNDERBIRD**

## 杀毒软件

不安全的软件，不要乱登录，特别是涉及到手机号码，真实资料的

## 方言语音 内容保护

## 发展自己的语言文字

## 使用文字保护语音声纹

## 中文推特被封怎办?

问:我们收到听众提供的消息,指现在推特中文圈或类似功能的网站全部被黑客机构封

锁。现在封锁情况到底如何,而网民除了学习翻墙技术外,还有什么方法可以突破黑客当

局对推特的封锁,可以得知外界的最新消息？

李建军:如果大家了解推特中文圈的原理的话,只要你手上有推特户口,就可以透过全球由

第三方设立的户口去上推特,理论上,黑客网管要封的话,将会相当疲于奔命。

推特中文圈,都是Twitter API代理主机,在Twitter眼中,属于第三方应用,只要你首次使

用时翻墙,透过 Twitter官 方的加密授权,日后就可以透过API代理与Twitter主机联络,

而不用翻墙。在不少功能比较齐全的推特软件中,你在网上,可以找一找一些Twitter API

代理主机,由于部分主机用英文运作,所以仍然未被黑客机构封锁。在黑客机构未封锁前,

可以先翻墙做了第一次认证,然后日后用这些代理主机上推特,以及发推。

如果用开Gmail,可以尝试用Gmail电邮接收推特信息,这招是相当有效,保持你与推特联系

的方法。但你需要在 Gmail上作出一些设定,令你可以用Gmail收推特信息。在这集,我们

会有视频,教导大家利用Gmail收推的窍门。

当然,如果黑客机构实施关键字封锁,那你用任何方法绕过黑客机构都是无补于事。在

2011年的乌坎事件,我有理由相信机构已经实施了关键字封锁,令你看推时有麻烦。当出

现这种情况,你唯一可以选择的就只有翻墙避过封锁。因此,传统的翻墙至今仍是最万全

的突破封锁技术。

李建军:在设立了Twitter户口,只要互联网没被全面封锁,而电邮仍然可行的话,其中一个

可以用的方法,就是利用电邮来发推。

现时有不少借电邮来发推的网站,只要你在这些网站登记了,就可以把你想发表的推文寄

到由网站安排的指定电邮地址,之后你的推文便会在推特上出现。

这种情况适合一些在国内网络被封至连微博都发不了文时,就可以透过电邮绕过黑客对推

特的重重封锁,仍然能够把信息发出去。这类服务,有部分要收费,有部分不用,或免费服

务有发布信息量的限制,而收费服务就可以发布比较多的信息。

为免黑客机构大规模封锁时无法发推,我个人建议在现时封锁不大紧时,就已经先开一个

免费户口有备无患。那一旦黑客机构要封锁时,仍然不会让信息被封锁。此外,避免用中

国国内的免费电邮服务发推,因为黑客机构在局势紧张时,会利用关键字过滤或域名过滤

这些手段,阻碍你把资讯传到推上。

# 其他等一些安全通讯技术局

IBIZ IBIZ

# **翻墙问答: 助你翻越中国防火墙**
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